GG Colleges Safeguarding Policy
	
Key Contacts for Safeguarding at the School

Designated Safeguarding Lead – Mei Delmonte 07930743626
Deputy Designated Safeguarding Lead –Bircan Ay 07388608122, Emilia Stefaniek07482985575 
Safeguarding and Welfare Officers –Meriem Jouti, Carly Sugawara, Linda Kebiche, Nouhaila El Karrichi

Key Contacts in the City of Westminster
· Local Authority Designated Office – Aqualma Daniel 
· 07870 481 712
· Emailing the named LADO at Aqualma.Daniel@rbkc.gov.uk
· 020 7641 7668
· lado@westminster.gov.uk
In an urgent situation, such as if a child is in immediate danger,
you can call 03000 41 11 11. If the call is urgent and outside of office hours, you can call 03000 41 91 91.
Multi Agency Safeguarding Hub (MASH) 
· email: accesstochildrensservices@westminster.gov.uk
· phone: 0207 641 4000

Key Contacts in the London Borough of Barnet
Local Authority Designated Office – Rob Wratten 0208 359 4528
Email: Rob.Wratten@Barnet.gov.uk or LADO@barnet.gov.uk
How to contact the Multi Agency Safeguarding Hub (MASH)
Online: MASH online referral form 
Email: MASH@barnet.gov.uk 
Phone: 0208 359 4066 Monday – Friday 9am-5pm 
After 5pm and at weekends/Bank Holidays the Out of Hours Social Work Service operates and can be contacted by phone on 020 8359 2000 
Mail: MASH London Borough of Barnet 2 Bristol Avenue Colindale London NW9 4EW 
Walk-in: Children and families can visit Colindale and ask to see a children’s social worker Monday – Friday between 9am – 5pm

Key Contacts in the London Borough of Camden
Local Authority Designated Officer (LADO):
Contact: Rachel Greene, Service Manager for Quality Assurance and LADO
Phone: 020 7974 1072
Email: Rachel.Greene@camden.gov.uk
Address: 5 Pancras Square, London N1C 4AG
Non-Emergency Situations:
Contact Camden Council's Children and Families Contact Service:
Phone: 020 7974 3317
Email: LBCMASHadmin@camden.gov.uk
Online: Report a concern about a child 


1. Aims and Context 
GG Colleges is committed to safeguarding all learners, especially under-18s, in both physical and online environments. We are a private English as a Foreign Language (EFL) school based in London with a branch in Golders Green, one on Oxford Street and ABC School of English in Covent Garden. We offer year-round EFL courses for students aged 16 and above, where 16–17-year-olds are taught alongside adults. We also offer closed-group programmes for younger learners aged 7–17, which may take place on or off site. There is a social calendar of activities and excursions around London prepared by our social activities and events coordinator who is also our welfare officer and member of our safeguarding team. The school is committed to creating a safe environment for all learners, with particular emphasis on safeguarding children and young people under the age of 18.

2. Definition of Safeguarding and Key Legislation
Safeguarding is defined in Keeping Children Safe in Education (2023) and Working Together to Safeguard Children (2018, updated 2023) as:
· Providing help and support to meet the needs of children as soon as problems emerge 
· Protecting children from maltreatment, whether that is within or outside the home, including online 
· Preventing the impairment of children’s mental and physical health or development 
· Ensuring that children grow up in circumstances consistent with the provision of safe and effective care 
· Taking action to enable all children to have the best outcomes 

Key Legislation and Guidelines (Updated 2025) that shape this policy:
· Children Act 1989 and 2004: Defines child welfare and safeguarding responsibilities, including Section 17 (Child in Need) and Section 47 (Child in Need of Protection).
· Education Act 2002 and 2011: Mandates duties on schools to promote and safeguard welfare.
· Keeping Children Safe in Education (KCSIE): Updated annually, with the latest 2024 version detailing expectations on safer recruitment, low-level concerns, online safety, and mental health.
· Working Together to Safeguard Children (2023): Statutory guidance for inter-agency cooperation.
· Prevent Duty Guidance (2023): For protecting students from radicalisation.
· Online Safety Act (2023): Covers digital safety duties and school-level filtering/monitoring requirements.
· Human Rights Act 1998 and Equality Act 2010 (as amended): Protect children from discrimination, including LGBTQ+ identities.

3. Safeguarding Training
· All staff, including the small number of homestay hosts, are enhanced DBS checked and complete Basic Safeguarding and Prevent Awareness training. Airport transfer arrangements are made with companies whose staff have been DBS checked.
· Welfare Officers complete a minimum of the Advanced Safeguarding training.
· The DSL, Deputy DSLs and all safeguarding team members undergo Safeguarding Training to specialist level.

4. Staff Induction
· All staff receive a safeguarding induction from the DSL/Deputy DSL.
· Staff are introduced to all safeguarding and child protection policies.
· Staff must complete Basic Safeguarding and Prevent Awareness training within the first week of their employment.
· They learn the difference between:
· A concern (non-urgent welfare matter), and
· A serious issue (risk of harm requiring immediate action).
· All staff complete an Induction Checklist confirming they have read and understood the Safeguarding Policy.

5. Risk Assessments and Safer Recruitment
To protect students and staff, the school carries out comprehensive risk assessments across all relevant areas. These are:
· Reviewed annually, and
· Updated before any event (e.g. trips, social activities) to reflect current conditions.
Key areas assessed include:
· Travel to and from school and accommodation or activity
· On-site safety
· Educational and off-site activities
· Social programme events
· Free or unsupervised time
Before leading any activity, teachers and activity leaders must:
· Read and adapt the relevant risk assessment to the needs of the group;
· Sign it to confirm they understand and will follow it;
· Submit it to a Welfare Officer for sign-off and filing.
Note: A risk assessment reduces risk but does not eliminate it entirely.

Unsupervised Time (U18s)
While the school provides a full programme, some free time may occur. The following measures are in place to keep 16–18-year-olds safe:
· U18s must attend any planned class excursions during school hours.
· If an U18 is late to class, the Registrar or Welfare Officer must contact the host immediately.
· Host families must call the school emergency number if a curfew is missed.
· All U18s receive the emergency contact card and must save the number and test it on arrival.

Missing Student Procedures
Detailed response procedures exist in the following documents:
· Risk assessments
· Social Programme Guidelines
· Airport Arrivals Policy and Action Plan
· Emergency Response and Management Plan
These outline steps for any scenario, including missed airport pick-ups, absences from school or trips.
Before arrival, all U18 students must provide:
· Emergency contact name, number, and email
· Relationship to student
· Approximate English level
· Languages spoken

Welfare Provision
Our Registrars are also Welfare Officers and part of the Safeguarding Team. The team is always present during school hours and includes both male and female staff to ensure student comfort.
Support includes:
· An U18 Handbook (sent with booking confirmation and online)
· Day-one orientation led by a safeguarding officer
· U18s flagged on class registers for staff awareness
· Safeguarding posters in all classrooms and staff areas
· All staff trained to refer any concerns, however small, to the Safeguarding Team
· Follow-up is always given to the reporting staff member for assurance

First Aid & Medical Support
· At least two trained First Aiders are always available on-site.
· First aid training is updated regularly and tracked by the Operations Manager.
· First Aider names and photos are displayed in Reception and classroom notice boards and highlighted in induction.
· A staff member must accompany any U18 to medical appointments or pharmacies as needed.

Mental Health & Safeguarding
The Designated Safeguarding Lead (DSL) is trained in Mental Health First Aid.
Key points:
· Mental health issues can be a sign of abuse, neglect, or exploitation.
· Staff are not mental health professionals and do not attempt diagnoses.
· The Mental Health First Aid role is to support and signpost students and staff to help.
· Staff are encouraged to observe daily behaviour and report any concerns.
· If a concern about a student’s mental health is also a safeguarding concern, it must be reported to the DSL immediately.

Social Programme Activities: Safeguarding Guidance (Including U18 Students)
Social programme events may take place during the afternoon, evening, or weekends. In line with statutory safeguarding duties under the Children Act 1989 and 2004, and KCSIE 2023, the following procedures are followed to ensure the welfare of all students and especially those under the age of 18 (U18s):

1. Risk Assessments
· A specific risk assessment must be completed by the activity leader for each individual activity, including:
· Supervision arrangements
· Health and safety risks
· Safeguarding and welfare risks (e.g. location, crowd size, environmental hazards)
· Transport arrangements
· The risk assessment must be reviewed and signed off by the DSL or a designated Welfare Officer.
· Standard templates may be used to support good practice where activities are similar.
· In line with KCSIE, risk assessments consider any known vulnerabilities, including SEND, medical or past safeguarding concerns.

2. Staff-to-Student Ratios
· As recommended by the Health and Safety Executive and the NSPCC, staff-to-student ratios must be appropriate to the activity and age group.
· The minimum ratio is 1 adult to 15 students, but a lower ratio may be required for higher-risk activities or when U18s are involved.
· If U18s are participating, the DSL must be informed and approve supervision plans.

3. Safe Physical Environment
For on-site activities, ensure rooms are:
· Clean, fit for purpose, and free from hazards.
· Compliant with relevant fire and first aid regulations.

4. Registers and Contact Information
· The activity leader must:
· Keep a full register of all attendees (name, contact number, age group)
· Leave a copy with the school office and the DSL
· Take a printed or digital copy on the activity
· This supports the duty of care and enables effective contact in emergencies.

5. Identifying and Supervising U18 Students
· The activity leader must:
· Know the names and visually recognise all U18 students
· Be aware of any additional needs or safeguarding flags
· Students under 18 must never be left unsupervised during any part of an activity.

6. Communication and Emergency Planning
· The leader must carry a mobile phone and ensure all students:
· Have the leader’s number
· Have the 24-hour emergency contact number for the school
· Understand the emergency plan (e.g. what to do if separated)
· U18 students must confirm that their phone is fully charged before departure.

7. Free Time During Excursions
· In accordance with KCSIE 2023, U18s must not be left unsupervised during excursions.
· If free time is permitted:
· U18 students must stay in groups of at least three
· Meeting points and times must be made clear and repeated
· All U18s must carry identification and contact details

8. Public Transport Use
· Students must stay together.
· The activity leader must explain:
· What to do if separated
· Which stop or station the group is travelling to
· No U18 should travel alone or be left behind under any circumstances.

9. Location Checks and Contextual Safeguarding
· As part of the risk assessment, activity leaders must check:
· Current events (e.g. protests, sporting events)
· Public holidays or disruptions
· Crime rates or safeguarding concerns in the area (if applicable)
· Leaders must consider contextual safeguarding, i.e. how the environment may pose risks to students (as per Working Together 2023).

10. Photography and Data Protection (U18s)
· In line with UK GDPR and the Data Protection Act 2018, no photos of U18 students may be used in publicity unless:
· The student has given informed consent and
· Their parent or legal guardian has also given written consent
· Consent forms must be checked and confirmed before the activity.

Safeguarding U18s During Airport Transfers
To ensure the safety of students under 18, we strongly recommend that all U18s use the school’s arranged airport transfer services between their point of arrival in the UK and their accommodation.

If Parents Arrange Private Transfers
If a parent/guardian chooses to organise their own transfer:
· The school must complete a risk assessment.
· The parent must be provided with this assessment and submit a signed parental consent form confirming:
· The name and contact details of the person meeting the student.
· Who the student should contact in case of an emergency.
· This is in line with our safeguarding duty under KCSIE and the Children Act 1989.

Driver and Transfer Safety
· All drivers used for U18 transfers are enhanced DBS checked. Written confirmation is obtained at point of booking and kept on file.
· The company must provide a backup driver who is also enhanced DBS checked and whose details are provided to the school in case of emergencies.
· Any other substitute drivers are not permitted for U18 transfers under any circumstances.
· For groups of 10 or more U18s, a school staff member is present at the point of entry to assist with arrivals and supervision.

Clear Procedures for U18 Transfers
· All transfer documents are clearly marked to identify U18 passengers.
· Drivers are instructed:
· Never to leave the pick-up point without the U18.
· To contact the school’s emergency number if the student is not present.
· To wait for confirmation that the student has not travelled before leaving.
· On arrival, the driver must hand over the U18 directly to an adult at the accommodation and confirm access before departing.

· There are also risk assessments covering premises and online data systems.

Safer Recruitment Overview
We are fully committed to safeguarding children and safer recruitment practices which apply to all staff, whether permanent, temporary, freelance, or subcontracted, who may have unsupervised contact with under-18s (U18s).
Recruitment Procedures
Safer recruitment principles are embedded at every stage of the hiring process:
· Role advertisement
· Application pack
· Job description
· shortlisting
· Invitation to interview
· Interview itself
· Suitability and safeguarding checks
All individuals who may have unsupervised contact with U18s must undergo an enhanced DBS check with barred list information. This includes external providers (e.g. homestay hosts, transport companies). If U18s are placed in the care of subcontractors without direct supervision from school staff (e.g. airport transfers), we require written, annual confirmation from the subcontractor that:
· All relevant staff have enhanced DBS checks
· These checks are current and clear
· New staff are not assigned to work with U18s until their enhanced DBS check is confirmed

References and Employment History
All applicants must:
· Provide two recent references
· Show a complete employment history with no unexplained gaps
References for roles involving U18s must include:
· A statement on the applicant's suitability to work with children
· Confirmation of any past disciplinary actions or safeguarding concerns
A prohibited list check is carried out on any candidate who has worked in a UK state school and on those with overseas state school experience, where a letter of professional conduct or equivalent must be obtained.

Interview Content
Every interview includes safeguarding-related questions to assess:
· A candidate’s attitude to working with U18s
· Understanding of safeguarding responsibilities

Overseas Police Checks
If a candidate has lived or worked abroad for 6 months or more in the last 3 years, they must provide a police certificate of good conduct from the relevant country.
If a certificate is delayed, we will:
· Scrutinise all other checks more carefully
· Request a third reference from someone who supervised the applicant in an U18 setting

While Awaiting DBS or Overseas Checks
In exceptional cases where a DBS or police check is pending, the following must be in place before starting work:
· A Barred List check
· A signed self-declaration form
· A risk assessment signed by the DSL
Until all checks are returned, the individual:
· Must never be alone with U18s
· Cannot teach 1-to-1 lessons with U18s
· Must be closely supervised with safeguarding measures detailed in the risk assessment

Group Leaders and Visiting Adults
Group Leaders or adults accompanying groups of U18s must provide:
· A current police good conduct certificate or similar evidence from their home country

Information for Applicants
Applicants are informed that:
· References and employment history will be checked
· Gaps in employment must be explained
· Suitability to work with U18s will be thoroughly assessed
· Enhanced DBS checks, including barred list checks, will be carried out
· Overseas police checks are required where relevant
· Safeguarding training (basic awareness and site-specific) is mandatory after appointment

Employment of Ex-Offenders
The school will consider employing someone with a criminal record if the offence does not pose a risk to U18s. The seriousness, nature, and frequency of the offence, and the time since the conviction, will all be considered. Independent advice will be offered. At least two senior staff will assess the applicant’s suitability.

Staff Records
All recruitment and safeguarding records are maintained by the Group Academic Director and/or Director of Studies.

Referrals to the Disclosure & Barring Service (DBS)
A referral to the DBS must be made when the school removes or would have removed a person from working with U18s because they:
· Committed an act of harm (emotional, physical, sexual or neglect)
· Met the harm test, e.g. behaved in a way that poses a risk to children
· Received a relevant conviction or caution
A referral must be submitted once there is sufficient evidence following internal investigation. The school will consult the Local Authority Designated Officer (LADO) as appropriate.


6. Definitions and Signs of Abuse

Definitions
	Type of Abuse
	Physical Signs
	Behavioural Signs

	Physical
	· Unexplained bruising
· Multiple bruises in clusters
· Cigarette burns
· Human bite marks
· Broken bones
· Scalds, with upward splash marks
	· Fear of parents being approached for an explanation
· Aggressive behaviour
· Flinching when approached
· Depression
· Withdrawn behaviour

	Emotional
	
	· Neurotic behaviour e.g. rocking
· Fear of making mistakes
· Sudden speech disorders
· Self-harm
· Fear of parents being approached regarding behaviour

	Sexual
	· Pain or itching in the genital area
· Discomfort when walking or sitting down
· Bruising
	· Sudden unexplained changes in behaviour
· Fear of being left alone with a specific person
· Having nightmares
· Self-harm
· Sexual knowledge beyond age or developmental level

	Neglect
	· Constant hunger
· Poor hygiene
· Loss of weight or underweight
· Inappropriate clothing for conditions
	· Complaining of being tired all the time
· Having few friends
· Mentioning being left alone or unsupervised


Source- www.nspcc.org.uk

Sharing of nudes and semi-nudes or sexting is where learners share nude or semi-nude images, videos or live streams.

Honour-Based Abuse (HBA) 
This is coercion or violence used against a person in the belief that family or tribal honour requires action. A person can be seriously injured or even killed in extreme cases. Signs to look out for include: 
· the student being withdrawn, anxious or frightened
· a decline in behaviour or performance 
· a family member keeping a close eye on the student

Female genital Mutilation (FGM)
One aspect of HBA is FGM. This is a practice that can cause severe and long-lasting damage to physical and mental health. It is carried out for religious, social or cultural reasons, however, there are no medical reasons for carrying it out. It is a criminal offence if done in the UK. Staff should be aware that a person who has suffered FGM may ask for help without being explicit about the problem due to embarrassment or fear. Any causes for concern are to be reported to the DSL. Any suspected case of FGM must be reported to the police.

Child sexual exploitation (CSE)
This is a form of sexual abuse where under 18s (U18s)  are exploited to engage in sexual activity in return for money, gifts, drugs, affection or status. CSE does not always involve physical contact as it can happen online or involve pressure from peers or cyberbullying.
Signs to look for in U18s include:
· having a much older boyfriend or girlfriend
· appearing with unexplained gifts or new possessions
· associating with others involved with exploitation
· misusing drugs or alcohol
· being absent from school
· going missing or regularly coming back late to accommodation

Child Criminal Exploitation (CCE) and County Lines
CCE is where an individual or group takes advantage of an imbalance of power to coerce, control, manipulate or deceive a child into any criminal activity. Violence, coercion and intimidation is common.
Signs might include: students missing education, unexplained gifts, misuse of drugs and alcohol, changes in emotional well-being. 
County Lines
Exploitation is an integral part of the county lines offending model with children exploited to move (and store) drugs and money.

Child-on-Child abuse
It should be remembered that abuse does not only come from adults but can come from other U18s.  Child-on-child abuse can include bullying (including cyberbullying), harmful sexual behaviours HSB including sexual violence and sexual harassment.

Bullying
Bullying between students can be in many forms. This can include face-to-face and/or online.
Cyberbullying or online bullying takes place over digital devices such as mobile phones, computers and tablets. It can occur through texts, apps, social media, forums or gaming where people can view, participate in or share content. Cyberbullying includes sending, posting or sharing negative, harmful, false or mean content about someone else causing embarrassment or humiliation. Some cyberbullying crosses the line into unlawful or criminal behaviour. The most common places where cyberbully occurs are:
· social media, such as TikTok, Instagram, Snapchat, and Twitter/ X 
· SMS (Short Message Service) also known as Text Message sent through devices
· Instant Message (via devices, email provider services, apps, and social media messaging features) 
· email 
Signs to look out for in under-18s include: 
· appearing nervous when receiving a text, instant message or email
· unwillingness to share information about online activity
· unexplained anger or depression, especially after going online 
· abruptly shutting off or walking away from a computer or mobile device mid-use 

Harmful Sexual Behaviours (HSB) including sexual violence and sexual harassment
Harmful Sexual Behaviours (HSB) is an umbrella term for many types of behaviours. It includes:
· contact and non-contact behaviours
· online and off-line behaviours
· group/gang and peer influenced behaviours
Examples include:
· sexual/sexist name calling
· rumours about students’ sexual activity
· sharing naked imagery
· sexual harassment
Some people might try to excuse mild transgressions as a “joke” or “teenage fun”. However, all forms of sexual violence are unacceptable. It should also be noted that both perpetrators and victims can be either male or female. 

Upskirting
Upskirting typically involves taking a picture under a person’s clothing without them knowing, with the intention of viewing their genitals or buttocks. This has been illegal in the UK since 2019.

Vulnerable students are any learners under 18 and adults who might have a physical disability, special educational needs, low level of English, unfamiliarity with the local area or customs. It cannot be assumed that someone who is not considered vulnerable on-site would not become vulnerable off-site.

Vulnerable students are more susceptible to grooming and abuse, so everyone needs to be more alert once a vulnerable student has been identified. Where possible, the school will identify any students with SEN and/or disabilities and ensure that there are appropriate support measures in place. This may be indicated at the time of booking or is most likely to be when the student arrives or is referred to the school’s safeguarding team. There must be an awareness that behaviour, mood and injury may relate to possible abuse and not necessarily be as a result of the specific SEN or disability that has been identified. It should also be noted that these students are of a higher risk of peer group isolation and may have additional challenges with communication. 
Any staff with concerns regarding a student whom they believe fall into this category must contact the DSL who will consider what, if any, additional pastoral care should be put in place.
Young learners include everyone under the age of 18.

These definitions and indicators are not meant to be definitive. Their purpose is to serve as a guide. 
There may be other reasons for changes in behaviour such as a death or the birth of a new baby in the family or other reasonable explanation. 


7. Staff Code of Conduct
The aims of this code of conduct are to both support and protect staff and students. It is written to set clear boundaries, standards and guidelines on what is expected of our staff at all times in order to ensure a safe, warm and welcoming environment. This code of conduct applies to all staff employed or contracted by GG Colleges School of English.
As a general rule, we expect all staff to treat students, especially those under 18, the same way they would expect their own family members to be treated if in a foreign environment, in which they are likely to be more vulnerable and lacking in local language and cultural norms. All staff must be committed to:
· professional conduct at all times
· treating everyone but particularly U18s with respect and dignity
· always taking time to listen to what a student is saying
· recognising and valuing the unique contribution each individual can make
· encouraging and praising students

Position of trust
All permanent and freelance staff are in a Position of Trust. Any sexual activity between an adult who has a position of care or responsibility, and any student under 18 (U18) is illegal even though the legal age of consent is 16 (Sexual offences Act 2003). 
 Leading by Example
U18 students are likely to look to the staff for an example of appropriate behaviour so all staff need to be mindful of setting a good example. It is not possible to write an exhaustive list as staff are expected to apply their common sense, but some examples would be:
· provide an example that you would wish others to follow
· use appropriate language with U18s and challenge inappropriate language you hear U18s using. Please remember that English is not their first language, and they may be unaware of the impact of inappropriate language
· use neutral language in interactions to limit misunderstandings of intent or possible accusations of misconduct
· do not make light of smoking, drug taking or alcohol consumption
· dress appropriately at all times during working hours or when in the company of students
· respect a young person’s right to privacy
· arrive punctually for all lessons and activities
Prohibited actions
The following prohibited actions refer to interactions with U18s unless the age is explicitly mentioned. Staff should:
· not condone the breaking of the law, particularly in regard to drinking alcohol, taking drugs, smoking, vaping, sexual activity or extremist views/behaviours;
· not drink alcohol in front of students;
· not drink or be under the influence of any alcohol if responsible for U18s on a social programme or school visit;
· avoid being alone with an U18 wherever possible unless it is an individual one-to-one lesson. Make sure that they can be easily viewed by passersby outside of the room if that is the case not initiate any form of physical contact with an U18. Inappropriate physical contact can be hard to define in a multicultural environment. Staff are therefore prohibited from initiating any form of physical contact with students in order to avoid misunderstandings or accusations of inappropriate conduct. This is especially important in a situation where the staff member is in a one-to-one situation with an U18.
· not meet a student under the age of 18 outside school on a one-to-one basis unless the meeting is work-related and has been approved by a member of the safeguarding team (e.g. to accompany an U18 to a medical visit);
· be aware of any action that could be construed as favouritism towards a particular student; do not have any contact on social media platforms with students or provide or exchange details which could lead to staff and students identifying each other on social media. 


8. U18 Code of Conduct
To ensure clarity around acceptable standards of behaviour, a Student Code of Conduct is included in the Student Welcome Letter and is explicitly covered during Day 1 induction sessions. This Code of Conduct includes the following points:
● The legal age to buy alcohol and tobacco products in the UK is 18, in accordance with the Licensing Act 2003 (for alcohol) and the Children and Young Persons (Protection from Tobacco) Act 1991, amended by the Nicotine Inhaling Products (Age of Sale and Proxy Purchasing) Regulations 2015 (for tobacco and vaping products).
● Students under the age of 18 are not permitted to smoke or vape at any time while under the care or supervision of the school, in line with the Health Act 2006 and school safeguarding responsibilities under KCSIE 2023.
● Students under the age of 18 are not permitted to drink alcohol at any time, regardless of location or circumstances, in accordance with the Licensing Act 2003 and safeguarding best practice.
● Students under the age of 18 may only participate in social activities deemed age-appropriate and approved by the school’s safeguarding team, in line with the principles of Working Together to Safeguard Children (2018, updated 2023) and duty of care obligations under the Children Act 2004.
● If a student turns 18 while on the course, they will continue to be subject to U18 safeguarding rules and Code of Conduct expectations for the duration of their stay, in accordance with best practice outlined in KCSIE 2024, where continuity of care is paramount for safeguarding purposes.

9. GDPR Protection
In the UK, the law protects the personal data (information) of people under 18, because they may not fully understand the risks of sharing it.
Young people under 18 have the same rights as adults when it comes to their personal data. These rights include:
· [bookmark: _Int_mjrOE8zQ]Seeing what personal data we have about them (called a Subject Access Request),
· Asking to correct wrong or incomplete information,
· Saying they do not want their data to be used for certain purposes,
· Asking for their data to be deleted.
The right to delete personal data is especially important if a young person gave permission to use their data before but later changes their mind.
We always get permission from the child’s parent or guardian to collect data from under 13s.
We keep all student information safe, whether the student is an adult or under 18. If a student is under 18, we obtain permission from both the student (if they are old enough to understand) and their parent or guardian to use their personal data.

10. Under 18s in Mixed and Closed Group Classes
· In mixed-age classes, U18s are identified, and staff ensure appropriate interactions.
All students are expected to attend classes and arrive on time every day. Students between 16 and 17 are required to sign in at Reception before going to their classes.  Attendance is taken separately in closed group classes.  Where any under 18s has not signed in or had their attendance marked by the time classes are to begin, a Welfare Officer must be informed and appropriate action taken.
· As part of our safeguarding ethos, teachers need to ensure U18s are comfortable and integrating well. Part of this will rely on the material and subjects chosen by the teacher for class delivery. It is the teacher’s responsibility to make sure that material chosen – especially authentic material – is appropriate for all the ages and nationalities in the class.
· Closed group classes are supervised at all times, with appropriate lesson content and ratio.
· Excursions include increased supervision and robust risk assessments.


11. One-to-One contact with U18s
All staff members should avoid a situation where they are left alone in an enclosed space with an U18. If a confidential meeting is necessary, it should be conducted in a room with an open door, close to other staff members. If appropriate, another staff member should be brought into the meeting.
Lessons:
· Only permitted in open or glass-panelled rooms or rooms close to other occupied rooms. Their parents or legal guardian may be permitted to be in the same room.
· Parents must be informed in advance.
· A second adult must be nearby or monitoring.
If an U18 student needs to be given first aid treatment in an enclosed space, there should be two staff members present. The staff member must explain what they are going to do to administer first aid and ask permission first.

12. Young Learners in Closed Groups
· Age-appropriate materials and games are used
· Pastoral support is provided and scheduled
· Daily welfare checks are conducted
· Group Leaders supervise breaks and transitions

13. U18s General Welfare
Safeguarding LGBTQ+ Children and Young People
LGBTQ+ children and young people often face a higher risk of bullying, discrimination, mental health challenges, and social exclusion. In accordance with the Equality Act 2010 and the latest statutory guidance, including Keeping Children Safe in Education (KCSIE 2024) and Working Together to Safeguard Children (updated 2023, effective 2024), education providers must ensure proactive and protective measures are in place. As such, the college recognises that gender identity and sexual orientation may be factors in vulnerability and may intersect with other safeguarding concerns such as neglect or abuse. Our staff receive inclusive safeguarding guidance that explicitly covers risks faced by LGBTQ+ youth, including identity-based harassment and ‘outing’ without consent. The Designated Safeguarding Lead (DSL) will treat disclosures of homophobic, biphobic, or transphobic bullying, or unsafe home environments, as safeguarding matters, and ensure clear, confidential, and appropriate support is offered. We use a child-centred approach, respect preferred names and pronouns, and signpost to reputable support services such as Stonewall, Mermaids, and The Proud Trust. Safeguarding records are securely maintained in line with the UK GDPR and the Data Protection Act 2018.

We are interested in the general welfare of all our students, but there are some areas where we need to pay closer attention to U18s for safeguarding considerations. These include the following:
· Appropriate dress: All students should be dressed appropriately for class and when on a school social programme or class visit and should not wear clothes that could offend anyone. Examples include clothing that is too revealing or clothes with offensive slogans or images. If a staff member sees anyone dressed inappropriately, they should talk to them or ask another member of staff to do so and explain what is appropriate.
· Bullying and discrimination: While bullying is clearly prohibited throughout the school, we need to be extra vigilant with U18s. Staff must ensure that students are treated with respect by both staff and their peers. Any behaviour that contradicts this must be challenged and cannot be ignored, even if it is claimed to be a joke or unintentional. Particular care must be taken to safeguard LGBTQ+ students from discrimination, harassment, or exclusion, ensuring they feel safe and supported at all times.
· Inclusivity and respect for identity: Staff should ensure that LGBTQ+ students are treated with the same respect and inclusivity as all students. This includes using their preferred names and pronouns where applicable and addressing any issues of misgendering, exclusion, or discriminatory behaviour.
· Monitoring social interactions: Staff should remain aware of whom U18s are socialising with. Are they spending a lot of time with one particular person? Do they appear to be uncomfortable or overly friendly with anyone? Any concerns should be raised appropriately to ensure student welfare.

Social Media and Technology
While technology and phones provide many benefits, they also present risks such as cyberbullying, exposure to radical/extremist views, grooming by sexual predators, and the downloading of illegal or copyrighted material. The College has established the following guidelines:
· Staff should not include U18s in the class WhatsApp groups.
· If a staff member is supervising a social programme involving U18s, they must take a school phone with them and ensure U18s have that number stored in their phones. The staff member should also have a list of all students' phone numbers as part of the risk assessment.
· Reporting inappropriate content: Any inappropriate website access should be reported to the DSL. Inappropriate content includes pornographic sites, excessively violent video games, websites promoting extremist views, and certain age-inappropriate social networks and forums. Staff should also be aware of online harassment, particularly any LGBTQ+-related abuse, and ensure any incidents are reported and addressed promptly.
· Photography and consent: Staff should never use their own devices, including mobile phones, to take pictures of U18s. If they plan to film or take photos of any U18s on school equipment, they must first check that the student is comfortable with it and that parental consent has been given. Any images taken should be deleted immediately after use.
· Cyberbullying awareness: Staff should be particularly vigilant in identifying and reporting cyberbullying, including targeted harassment of LGBTQ+ students. All concerns should be reported to a member of the safeguarding team.

Harassment and Bullying
To maintain a safe and comfortable environment for staff and students, GG Colleges is committed to ensuring that everyone can work and participate in school life without fear of harassment, bullying, or intimidation.
· Everyone at the school has a responsibility to ensure their own behaviour, whether intentional or unintentional, does not constitute bullying or harassment.
· Zero tolerance for discrimination: Any form of harassment, including homophobic, biphobic, or transphobic bullying, is strictly prohibited. Staff must take immediate action if they witness or suspect discrimination or harassment.
· Any concerns regarding harassment or bullying should be reported to the safeguarding team for further investigation and support.

Additional Guidance on Online Safety
We recognise the distinct risks that arise in a digital world, particularly when under-18s study alongside adults. This section outlines the responsibilities and procedures for ensuring online safety for both individual under-18s in adult classes and closed junior groups.

Background and Risk Context
Under-18s are often trusting and may:
· Share personal or financial information online without understanding the risks.
· Accept digital content at face value, exposing them to misinformation or grooming.
· Fail to recognise the legal and emotional consequences of sexting or cyberbullying.
· Be targeted by adults—both inside and outside the school—via digital platforms.
There is a tendency for people to behave online in ways they would not in person. This is particularly important in mixed-age classes, where safeguarding boundaries may be unclear unless explicitly defined.
Online risks include:
· Grooming and exploitation
· Cyberbullying or harassment from peers or adults
· Access to harmful content
· Privacy breaches and identity theft
· Overuse of devices leading to physical or mental health issues

Online Safety Strategy
GG Colleges ensures online safety through a layered safeguarding model incorporating education, technical controls, clear behaviour expectations, and collaboration with the staff, homestay hosts and the IT team.
Education and Awareness
· Induction sessions for all students include online safety expectations. A tailored message is provided for under-18s.
· Closed groups of under-18s receive age-appropriate digital safety tutorials, including how to report harmful content, block users, and manage online relationships.
· Students in mixed-age classes are made aware that contact between under-18s and adults via social media or private messaging is strongly discouraged and may be investigated if safeguarding concerns arise.
· All students must sign a Safe User Agreement, establishing boundaries for online conduct and device use while enrolled.
Technical Safeguards
· The IT team implements filters and blocks aligned with UK Safer Internet Centre filtering and monitoring standards (2025) to restrict access to harmful or illegal content.
· Online behaviour is monitored via:
· Individual supervision: Teachers observe and report inappropriate digital behaviour.
· Remote monitoring: IT systems are flagged for misuse or access to restricted content.
· Devices used during lessons are subject to classroom rules and supervision by teachers and welfare staff.
Roles and Responsibilities
· Designated Safeguarding Lead (DSL) and Welfare Officers monitor and respond to concerns regarding online behaviour, both in and outside class.
· Teachers receive training in online safeguarding, especially on how to identify signs of grooming or cyberbullying in mixed-age groups.
· Homestay hosts, parents, and agents are informed of the school’s online safety rules, and encouraged to monitor home access and discuss risks with young learners.
· Staff must report concerns to the DSL, including any adult–minor communication that occurs outside approved school channels (e.g., WhatsApp, social media).

Online Boundaries and Expectations for Under-18s
All under-18s are educated on the following digital safety principles:
· Never share personal information (e.g., address, phone number, bank details).
· Online content is permanent and public, even when deleted.
· Sharing explicit messages or images is illegal and harmful.
· Online bullying is not a joke—words, images, or emojis can be distressing and criminal.
· Anyone can lie online, using fake profiles or deceptive language.
· Never meet up with someone you’ve only spoken to online.
· Block and report inappropriate messages, especially of a sexual nature.
· Respect copyright laws and avoid illegal downloads.
· Balance screen time to protect physical and mental health.
Artificial Intelligence (AI) and Digital Risk
Students are taught about the responsible use of AI tools, including:
· How to evaluate AI-generated content for accuracy, bias, and relevance.
· Awareness of plagiarism, disinformation, and academic honesty.
· Staff and students are referred to the DfE 2024 Guidance on Generative AI in Education.
Application in Mixed-Age Contexts
Where under-18s study alongside adults:
· Seating plans are managed sensitively where possible to maintain safe boundaries.
· Private online contact between adults and under-18s (e.g., friend requests, WhatsApp, DMs) is discouraged and may be investigated by the DSL.
· All communication outside the classroom should go through approved school channels (e.g., only staff can directly contact U18s).
· Teachers are trained to reinforce boundaries and refer any concerns, even if “consensual.”
Where under-18s are in closed groups, lessons include:
· Additional eSafety awareness sessions, including social media, consent, and relationships.
· Controlled digital learning environments with filtered content and device-use protocols.

U18s Social Programme and External Visits
On excursions and activities organised by the school, due regard should be given to the risk assessment document and any special measures adopted for U18s on that trip. The following considerations apply:
· U18s should always be in a group of at least three people.
· The member of staff leading the trip must know the whereabouts of U18s at all times and have their contact details, as outlined in the risk assessment policy for offsite activities.
· Other students, even those over 18, cannot take responsibility for an U18 student; that responsibility remains with the school staff member.
· Staff should be mindful of LGBTQ+ students’ safety in external environments and be aware of potential risks, such as discrimination or unsafe situations in unfamiliar locations.


14. Disclosures 
from U18s
All staff must be prepared to receive a disclosure from an under-18 (U18), as children may choose to confide in the adult they feel most comfortable with. This may not be a member of the Safeguarding Team. In accordance with Keeping Children Safe in Education (KCSIE) 2023, Working Together to Safeguard Children (2018, updated 2023), and the Children Act 1989 and 2004, it is essential that staff know how to respond appropriately.

If a child discloses abuse to you, follow these five key steps:

1. Receive
· Listen calmly and attentively, without displaying shock, disbelief, or judgement.
· Allow the child to speak freely and uninterrupted.
· Accept what is being said and take it seriously.
· Maintain a calm, supportive presence throughout.

2. Reassure
· Offer honest reassurance. Do not make promises you cannot keep (e.g., “everything will be fine”).
· Do not promise confidentiality. Instead, explain your duty to report under KCSIE 2023: "I will need to tell someone whose job it is to help keep you safe."
· Acknowledge the courage it takes to disclose.
· Reassure the child that they have done the right thing in speaking up.
· Avoid making any judgemental or dismissive comments.
· Reassure them that they are not alone and that support is available.

3. React
· Do not investigate, interrogate, or attempt to verify the truth.
· Avoid asking leading or closed questions. Instead, ask open, non-suggestive questions such as:
· “Is there anything else you want to tell me?”
· “Can you tell me a bit more about that?”
· Do not ask the child to repeat what they’ve said to another adult.
· Explain what you will do next and who you need to speak to (DSL or ADSL).
· Act in line with your setting's Child Protection and Safeguarding Policy and local authority procedures.

4. Record
In line with HM Government’s Information Sharing (Advice for practitioners, 2018) and KCSIE 2023, accurate and objective record-keeping is essential:
· Make brief notes during or immediately after the disclosure using the child’s own words wherever possible.
· Write up your notes in full as soon as possible.
· Record the date, time, place, and the exact words used.
· Note how the child appeared (emotions, behaviours).
· Record observable facts only; do not add assumptions or personal opinions.
· Do not destroy your original notes as they may be required in legal or child protection proceedings.
· Completed disclosure notes must be passed directly to a member of the Safeguarding Team and stored securely in line with UK GDPR (2021) and Data Protection Act 2018.

5. Remember
· Any disclosure from an under-18 must be taken seriously.
· Seek advice and support from the Designated Safeguarding Lead (DSL) or their deputy.
· Do not discuss the disclosure with anyone other than the Safeguarding Team.
· The DSL may consult with the Local Authority Designated Officer (LADO) if an allegation has been made against a staff member or volunteer, in accordance with Working Together to Safeguard Children 2023.

Important DON’Ts
· Don’t refuse to listen or postpone the conversation.
· Don’t overreact or express disbelief.
· Don’t be alone with the student in a closed room.
· Don’t promise confidentiality.
· Don’t ask leading questions.
· Don’t ask them to repeat their story.
· Don’t leave them alone after the disclosure – arrange for another trusted adult to stay with them if you must leave.
· Don’t share the information with colleagues outside the Safeguarding Team.



15. Reporting Procedures and Thresholds

After a Disclosure: What Happens Next
Once a statement has been collected from a student, further questioning should be avoided except to clarify essential factual detail.
The Principal and the Designated Safeguarding Lead (DSL) will meet as soon as possible to consider an appropriate course of action in response to the information disclosed. They will consider any additional relevant information or contextual safeguarding concerns. The DSL will decide whether:
· to involve other staff,
· to contact external agencies,
· or to inform the student’s parents/carers (unless doing so would place the child at increased risk, in accordance with Children Act 1989 – Section 47 see below).
Where there is no need for further action, this decision must be clearly recorded in writing, with rationale provided.
Further action may include:
· the immediate removal of any imminent threat of danger;
· seeking advice from the Local Authority Designated Officer (LADO);
· and contacting the police, particularly where there is a potential offence under the Children Act 2004, Sexual Offences Act 2003, or other criminal legislation.


If an Adult is Accused
As per KCSIE 2023 and Working Together 2023, all allegations or concerns regarding an adult must be passed immediately to the DSL. It is not the responsibility of staff to determine whether the concern is true—all allegations must be treated seriously.
The following must happen:
· The child must be protected from further potential harm, which may require temporary changes to the adult’s duties or suspension.
· The Principal is kept informed at all times.
· The DSL consults the LADO without delay, and a LADO referral must be made within one working day as per statutory guidance.

If the DSL is the subject of the allegation, the Principal must be informed and the referral made directly to the LADO.  

Process Following a Reported Allegation or Serious Incident
Immediate steps:
· Ensure the child’s safety.
· Seek medical attention if required.
· Assign a safeguarding staff member to support the child.
· Assess when the child can safely return to routine.
The DSL will conduct an initial discussion with the LADO. If a safeguarding team member is named in the allegation, they are excluded from all related safeguarding discussions.

Advice from the LADO may include:
· Immediate protective action
· Police contact
· Parent/guardian communication
· Managing the accused person’s awareness of the allegation
· Referral to the Disclosure and Barring Service (DBS), as required under the Safeguarding Vulnerable Groups Act 2006
· Suspension (only where a child is at risk or the allegation may warrant dismissal)
Suspension must be explained to the accused within one working day of the decision being made.

Possible Outcomes from the Initial Discussion with the LADO
	Outcome
	Action

	Strategy meeting (within 3 working days)
	Minimal information is shared with the accused. A support person is assigned to them.

	Referral to police or social care
	Further guidance from LADO followed.

	No further action
	Internal investigation may follow, with disciplinary outcomes if appropriate.



Investigation Outcome Terminology
	Term
	Definition

	Substantiated
	Sufficient evidence to prove the allegation.

	False
	Sufficient evidence to disprove the allegation.

	Malicious
	Clear evidence that the allegation was intentionally fabricated.

	Unfounded
	No supporting evidence; incident misunderstood or misreported.

	Unsubstantiated
	Insufficient evidence either way—not the same as false.



College Action Following an Investigation
	Outcome
	Action

	Substantiated – Prosecution & Dismissal
	Inform DBS. Keep records on file.

	Substantiated – Disciplinary or Dismissal
	Possibly inform DBS. Keep records on file.

	Unsubstantiated
	Summary kept in staff file with a copy to the accused.

	Unfounded/Malicious
	Record removed. Disciplinary action for any student who made the false allegation.


The College has a duty of care to staff and will provide support throughout any investigation. Confidentiality must be preserved. If allegations are found to be unfounded or false, the staff member will be supported during reintegration, especially if suspended.

If an Under-18 or Student is Accused
Peer-on-peer abuse (also known as child-on-child abuse) is recognised in KCSIE 2023 and Working Together 2023. The accused student, if under 18, must be treated as both a child and a potential perpetrator.
They are entitled to:
· A fair, non-judgemental response
· A designated safeguarding team member for support
· Safeguarding measures to ensure the wellbeing of all parties
A risk assessment must be conducted to:
· Protect the alleged victim
· Ensure appropriate boundaries
· Review ongoing support and educational access for the accused

Thresholds for Further Action
Following a disclosure, the DSL will determine the next course of action using statutory thresholds under the Children Act 1989:
· Section 17 (Child in Need): Applied when a child is unlikely to achieve or maintain a reasonable standard of health or development without support. This includes children with disabilities and those at risk of poor outcomes. Concerns of unmet needs : contact Early Help services.

· Section 47 (Child at Risk of Significant Harm): Initiates a child protection inquiry when there is reasonable cause to suspect that a child is suffering, or is likely to suffer, significant harm. In this case, Children’s Social Care must make enquiries and assess risk.
Where required, the DSL may:
· Consult with the Local Safeguarding Children Partnership (LSCP) – Barnet or Westminster, depending on the child’s location.
· Make a formal referral to Children’s Social Care.
· Contact the police via 101 (or 999 in an emergency).
· Inform the Local Authority Designated Officer (LADO) where the allegation involves a member of staff.


16. Understanding the Difference Between a Concern and an Allegation/Serious Incident
At GGC, safeguarding is everyone’s responsibility. It is essential that all staff clearly understand the difference between a low-level concern and an allegation or serious incident and know what action to take in each case.
Low-Level Concerns
A low-level concern is any action, inaction, or behaviour by a staff member, volunteer, or adult working with students that does not meet the threshold for an allegation, but may still raise doubts about that adult’s conduct, professionalism, or suitability to work with children. It may also include behaviour that is inconsistent with the school’s Staff Code of Conduct.
Staff must report all low-level concerns to the Designated Safeguarding Lead (DSL) or nominated safeguarding person, no matter how minor they may appear. Recording and addressing these concerns allows the school to identify patterns of behaviour and act early to prevent potential harm.
Examples of Low-Level Concerns:
1. A staff member regularly comments on a student’s appearance, saying they look “too mature for their age.”
Response: This could be part of a pattern. It should be logged and discussed with the DSL, who may speak to the staff member to clarify boundaries and remind them of professional conduct expectations.
2. A teacher has been seen texting a student about non-school matters outside of school hours.
Response: Even if well-intentioned, this breaches safeguarding protocols. The DSL should record the incident, remind the staff member of communication policy, and determine if the contact raises further concerns requiring review.
3. A staff member gives certain students frequent gifts or treats not linked to reward systems.
Response: This creates a perception of favouritism or grooming behaviour. The DSL logs it, has a professional conversation with the staff member, and monitors for repetition or escalation.
4. A colleague is repeatedly late to class supervision duties where U18s are unsupervised temporarily.
Response: This poses a welfare risk. It should be reported, logged, and addressed as a performance and safeguarding concern. Repeated failure would escalate the issue.
5. A social programme leader sits very close to students and doesn’t appear to recognise physical boundaries.
Response: This should be raised and documented immediately. The DSL can speak to the individual, review relevant training, and observe for any ongoing or escalating behaviour.
Other examples of low level concerns:
1. Excessive time spent with one student
2. Not reporting minor incidents
3. Frequent hugging
4. Unsupervised time
5. Inappropriate jokes
6. Sharing private contact details
7. Following students on social media
8. Secrecy around student interaction
All low-level concerns should be:
· Reported to the DSL or Deputy DSL;
· Logged and stored securely;
· Monitored for repetition or escalation;
· Reviewed as part of ongoing safeguarding culture and practice.
Allegations / Serious Incidents
An allegation is a report or suspicion that a person working with children has:
· Behaved in a way that has harmed a child, or may have harmed a child;
· Possibly committed a criminal offence against or related to a child;
· Behaved towards a child or children in a way that indicates they may pose a risk of harm;
· Behaved in a way that raises concerns about their suitability to work with children (this includes behaviour in and outside of school).

All allegations, even if based only on suspicion, must be reported immediately to the DSL and treated confidentially. The DSL will follow procedures that may include:
· Referring to the Local Authority Designated Officer (LADO);
· Contacting external agencies (police, social care);
· Conducting internal investigations in line with the school’s safeguarding and disciplinary procedures.
Staff should not:
· Attempt to investigate an allegation themselves;
· Discuss the allegation with anyone other than the DSL or Principal;
· Share any details unless explicitly instructed as part of the safeguarding process.


17. Record Keeping and Confidentiality
Importance of Record Keeping
In accordance with KCSIE 2023 and the Information Sharing Advice for Practitioners (2018), accurate and objective record keeping is essential. Failure to keep proper records may:
· hinder police investigations;
· reduce the chance of protecting the child;
· and impact disciplinary or safeguarding outcomes.
If someone discloses to you:
· Make brief notes at the time of the disclosure.
· Write up your notes in full as soon as possible.
· Do not destroy original notes—they may be required in a criminal investigation or case review.
· Record date, time, place, words used by the child, and your observations of the child’s demeanour.
· Include statements and observable facts only; do not include personal opinions.
· Avoid speculation or conclusions.
Completed disclosure notes must be passed immediately to the DSL or a safeguarding team member and stored securely in line with UK GDPR (2021) and the Data Protection Act 2018.

Confidentiality
Confidentiality is vital and must be maintained in line with KCSIE 2023 and the Data Protection Act 2018. Information must only be shared with those who need to know, usually members of the Safeguarding Team.
· Do not discuss the incident with anyone else.
· Do not share sensitive information via email or in conversation outside the safeguarding process.
· Ensure sensitive documents are securely stored and digital records are password protected.
· Never leave your screen unlocked with safeguarding data visible.
Safeguarding records must be securely stored, with restricted access. Designated areas must include:
· Staff safeguarding training logs
· Safeguarding contact lists (including LADO and Local Safeguarding Children Partnership – LSCP)
· Safeguarding concerns
· Allegations
· Safeguarding reports
· Audits and action plans

18. NSPCC Whistleblowing Helpline
All staff must report any concerns about a colleague’s conduct or any safeguarding concerns relating to U18s to the DSL. Reports can be made in confidence, and staff can be assured they will not face repercussions for reporting concerns.

The school also has a Whistleblowing Policy, which can be found in the Employee Handbook.
The NSPCC Whistleblowing helpline number is 0800 028 0285.


19. Annual Safeguarding Review
In the spring of each year, the college conducts an overview of what has happened in safeguarding during the previous 12 months. It does not list individual names or identifying details. The overview will take into account the following:
· the number of concerns raised and dealt with
· if any patterns have emerged
· how effective safeguarding strategies have been.
· if any major safeguarding issues have come up
· records of training carried out and any changes made to training procedures.
· any changes to the safeguarding team or structure
· any feedback from staff/students regarding safeguarding awareness
· any areas of weakness noted
· if any new initiatives should be considered or implemented over the coming year including online safety
· evaluate systems in line with 2025 guidance from UK Safer Internet Centre
A meeting is held with the safeguarding team and teachers to discuss ways to make improvements
20. Prevent Duties
· To ensure all staff understand their roles and responsibilities in preventing radicalisation and extremism.
· To provide a safe environment for learning where students can discuss sensitive topics openly and safely.
· To implement effective procedures for identifying and responding to signs of radicalisation.
· To work effectively with external agencies, including Channel, local Prevent coordinators, police, and safeguarding partners at Barnet and Westminster.
Leadership and Accountability
· The Designated Safeguarding Lead (DSL) is also the Prevent Lead for the organisation.
· The Prevent Lead is responsible for ensuring that all obligations under the Prevent Duty are met, including risk assessments, staff training, and referrals.
· The Prevent Lead is supported by the management team and the Safeguarding Team.
Risk Assessment and Management
· A Prevent risk assessment is reviewed annually and whenever significant changes occur.
· The risk assessment considers campus location, student demographics, online access, and wider political or social factors.
· Action plans are created based on risk assessment findings and monitored by the DSL.
Staff Training and Awareness
· All staff complete the Home Office Prevent Awareness Training.
· Senior staff and DSLs complete Prevent Referrals and Channel Awareness training.
· Training is refreshed annually or when significant updates to guidance occur.
Safe Environment and Curriculum
· Tutors are supported to promote British values including democracy, the rule of law, individual liberty, mutual respect, and tolerance.
· Students are encouraged to share views in a safe, inclusive, and respectful setting.
· Any extremist views expressed will be challenged and addressed immediately.
Referral Procedures
· Staff are trained to recognise signs of radicalisation.
· Concerns are reported to the DSL or Prevent Lead immediately.
· The DSL determines whether a referral to Channel or other authorities is required.
· All referrals and concerns are logged in the Safeguarding Register.
IT and Internet Safety
· The school has an Acceptable Use of Technology and Internet Policy.
· Internet content filtering and monitoring systems are in place to block harmful content.
· Students and staff are educated on safe internet use and digital safeguarding.
Partnership Working
· The school maintains links with local Prevent coordinators and safeguarding partnerships.
· Information is shared in line with statutory guidance and data protection legislation.
· The DSL engages in local Prevent forums and training opportunities.
Monitoring and Review
· This policy is reviewed annually by the DSL and senior leadership.
· Any updates to Prevent legislation or guidance trigger an immediate review.
· Prevent action plans are reviewed regularly and logged in management minutes.
Contact Information
If you are concerned about any student, please inform:
· Prevent Lead / DSL: Mei Ling Delmonte
· Email: tesol@goldersgreencollege.co.uk
· Emergency Number: +44 7957 768762
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